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Controller

mpc networks GmbH

Max-Planck-Str. 22

70806 Kornwestheim

Germany

E-mail address: info@mpcnet.de

For further information about our company like legal representatives please refer to our 

homepage: https://www.mpcnet.eu/imprint

Authorised Representatives/Directors: Stefan Grebenstein, Florian Pohl, Christine 

Schlenker

Processed data types and Purposes of Processing

We process your job applicant details (e.g. Personal data, postal and contact addresses 

and the documents pertaining to the application and the information contained therein, 

such as cover letter, curriculum vitae, certificates, etc., as well as other information on the 

person or qualifications of applicants provided with regard to a specific job or voluntarily 

by applicants) for the purpose of your job application process (establishment and possible 

later execution as well as possible later termination of the employment relationship).
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Legal Bases for the Processing

Performance of a contract and prior requests (Article 6 (1) (b) GDPR):

Performance of a contract to which the data subject is party or in order to take steps at the 

request of the data subject prior to entering into a contract.

Job application process as a pre-contractual or contractual relationship (Article 9 (2)(b) GDPR):

If special categories of personal data within the meaning of Article 9 (1) GDPR (e.g. health data, 

such as severely handicapped status or ethnic origin) are requested from applicants within the 

framework of the application procedure, so that the responsible person or the person concerned 

can carry out the obligations and exercising specific rights of the controller or of the data subject 

in the field of employment and social security and social protection law, their processing shall 

be carried out in accordance with Article 9 (2)(b) GDPR , in the case of the protection of vital 

interests of applicants or other persons on the basis of Article 9 (2) (c) GDPR or for the purposes 

of preventive health care or occupational medicine, for the assessment of the employee’s 

ability to work, for medical diagnostics, care or treatment in the health or social sector or for the 

administration of systems and services in the health or social sector in accordance with Article 

9 (2)(d) GDPR. In the case of a communication of special categories of data based on voluntary 

consent, their processing is carried out on the basis of Article 9 (2)(a) GDPR.

In addition to the data protection regulations of the General Data Protection Regulation, national 

regulations apply to data protection in Germany. This includes in particular the Law on Protection 

against Misuse of Personal Data in Data Processing (Federal Data Protection Act - BDSG). 

In particular, the BDSG contains special provisions on the right to access, the right to erase, 

the right to object, the processing of special categories of personal data, processing for other 

purposes and transmission as well as automated individual decision-making, including profiling. 

Furthermore, it regulates data processing for the purposes of the employment relationship (§ 26 

BDSG), in particular with regard to the establishment, execution or termination of employment 

relationships as well as the consent of employees. Furthermore, data protection laws of the 

individual federal states may apply.
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Erasure of data

In the event of a successful application, the data provided by the applicants may be further 

processed by us for the purposes of the employment relationship. Otherwise, if the application 

for a job offer is not successful, the applicant’s data will be deleted. Applicants’ data will also be 

deleted if an application is withdrawn, to which applicants are entitled at any time. Subject to a 

justified revocation by the applicant, the deletion will take place at the latest after the expiry of a 

period of six months, so that we can answer any follow-up questions regarding the application 

and comply with our duty of proof under the regulations on equal treatment of applicants. Invoices 

for any reimbursement of travel expenses are archived in accordance with tax regulations. 

Admission to a talent pool, if offered, is based on consent. Applicants are informed that their 

consent to be included in the talent pool is voluntary, has no influence on the current application 

process and that they can revoke their consent at any time for the future.

Rights of Data Subjects

As data subject, you are entitled to various rights under the GDPR, which arise in particular from 

Articles 15 to 21 of the GDPR.

Right to Object: You have the right, on grounds arising from your particular situation, to object at 

any time to the processing of your personal data which is based on letter (e) or (f) of Article 6(1) 

GDPR, including profiling based on those provisions.

Right of withdrawal for consents: You have the right to revoke consents at any time.

Right of access: You have the right to request confirmation as to whether the data in question will 

be processed and to be informed of this data and to receive further information and a copy of the 

data in accordance with the provisions of the law.

Right to rectification: You have the right, in accordance with the law, to request the completion 

of the data concerning you or the rectification of the incorrect data concerning you.
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Right to Erasure and Right to Restriction of Processing: In accordance with the statutory 

provisions, you have the right to demand that the relevant data be erased immediately or, 

alternatively, to demand that the processing of the data be restricted in accordance with the 

statutory provisions.

Right to data portability: You have the right to receive data concerning you which you have 

provided to us in a structured, common and machine-readable format in accordance with the 

legal requirements, or to request its transmission to another controller.

Data Protection Officer

mpc networks GmbH

- Datenschutzbeauftragter -

Max-Planck-Str. 22

70806 Kornwestheim

E-Mail datenschutz@mpcnet.de

Complaint to the supervisory authority

In accordance with the law and without prejudice to any other administrative or judicial remedy, 

you also have the right to lodge a complaint with a data protection supervisory authority, in 

particular a supervisory authority in the Member State where you habitually reside, the supervisory 

authority of your place of work or the place of the alleged infringement, if you consider that the 

processing of personal data concerning you infringes the GDPR.


